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1	Decision/action requested
It is proposed to add a new key issue in TR 33.839. SA3 is kindly requested to approve this contribution.
2	References
[1]	3GPP TR 33.839, v0.3.0
3	Rationale
In TS 33.501, both the DN-AAA server and the AAA-S for slice specific support secondary authentication and authorization revocation procedure. 
In the current TR 33.839, several solutions address the authentication and authorization issue for EDN. Some are based on the secondary authentication and authorization method. However, the authorization revocation is not specified in TR 33.839.
This pCR proposes to approve the following changes for inclusion in TR 33.839. 
4	Detailed proposal
******	FIRST OF CHANGE *********
[bookmark: _Toc3556802][bookmark: _Toc49174584]5.X	Key Issue #XX: Secondary authentication and authorization revocation for EDN
[bookmark: _Toc3556803][bookmark: _Toc49174585]5.X.1	Key issue details
In TS 33.501, both the DN-AAA server and the AAA-S for slice specific support secondary authentication and authorization revocation procedure. As specificed in the current TR 33.839, several solutions address the authentication and authorization issue for EDN. Some are based on the secondary authentication and authorization. However, the secondary authentication and authorization revocation is not specified in TR 33.839 .
[bookmark: _Toc49174586]5.X.2	Security threats
If secondary authentication and authorization revocation is not supported, the authentication and authorization processing logic of the edge computing network will be inconsistent with the other external data network. 
The edge computing network will always be open to some no longer unauthorized users  (used to be an authorized user for long time ago ) or those who move to other areas. It will lead to consumption of network resources, and may also cause some users who have changed their subscriprion to continue to use edge computing services.
[bookmark: _Toc49174587]5.X.3	Potential security requirements
It needs to support authorization revocation for edge computing network.
It needs to check whether the current authorization revocation solution specified in the TS 33.501 is also applicable for edge computing network.

*********END OF CHANGES*********
